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FIRST CHANGE
[bookmark: _Toc91148596]5.30.2.9.3	Credentials Holder using AUSF and UDM for primary authentication and authorization
An SNPN may support primary authentication and authorization, and optionally support Network Slice-Specific Authentication and Authorization, of UEs that use credentials from a Credentials Holder using AUSF and UDM. The Credentials Holder may be an SNPN or a PLMN.
Figure 5.30.2.9.3-1 depicts the 5G System architecture for SNPN with Credentials Holder using AUSF and UDM for primary authentication and authorization.
NOTE:	The architecture for SNPN and Credentials Holder using AUSF and UDM is depicted as a non-roaming reference architecture as the UE is not considered to be roaming, even though some of the roaming architecture reference points are also used.




[bookmark: _Hlk67939463]Figure 5.30.2.9.3-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AUSF and UDM


END CHANGE
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